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הקורס מיועד לתלמידים מתחומים שאינם טכנולוגיים. מטרתו לפרוס את העולם הטכנולוגי של הסייבר על מרכיביו השונים. נקודות החוזק ונקודות התורפה, מטרות האבטחה בסייבר, מבנה מחשבים ורשתות תקשורת, מגבלותיהם ופגיעותם. הקורס סוקר היבטים טכנולוגיים בהתפתחותה ומודל פעולתה של רשת האינטרנט, פרוטוקולים ורגישותם לפריצה, רשת ה WEB-והסכנות שבה, מחשוב ענן והאתגרים הבטיחותיים הכרוכים בו, יסודות וכלים קריפטוגרפים, תקיפות נפוצות, תשתיות תקיפה והגנה (פרוטוקולים וכלים).
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